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1.0 Introduction to RAIDCare
1.1 Target

RAIDCare Manager, a user-friendly graphical management tool provides a comfortable
interface to configure and monitor the AXUS Brownie RAID/Demon RAID from
anywhere using standard Web browser or RAIDCare Client via a RAIDCare Server or
network port. The friendly interface not only enables the user to monitor and maintain the
Brownie/Demon RAID, but also provides its user advanced functionalities of “Critical
event notification” to report the event via E-mail. RAIDCare Manager is made by AXUS
and only supports AXUS Brownie/Demon series; we do not take responsibilities for any
data lost due to illegal authorization.

1.2 Architecture

There are two members in the architecture of RAIDCare Manager, one called “RAIDCare
Server®, and its counterpart called “RAIDCare Client”. The RAIDCare Server is installed
on the server computer, which is connected directly to Brownie Subsystem via SCSI
cable/FC cable/RS-232. Network Port can act like RAIDCare Sever; therefore
RAIDCare Server is no longer needed on Demon series. Network Port is now a
standard on AXUS Demon series. The RAIDCare Client can be run on any PC system /
SUN system/ Linux System with TCP/IP communication. The RAIDCare Server is
running at Host Server for monitoring RAID’s real-time health status, responding for any
abnormal happens, and accepting RAIDCare Client’s request to reply RAID’s
information or re-configure it. The RAIDCare Client, running at client computer, is a user
interface, which displays the RAID’s information and provides user functions to submit
commands to re-configure the RAID. RAIDCare Client must be the same version as the
RAIDCare server in order for them to communicate. Please see block diagram as below,
Figure 1-1:

| TCP/IP
RAIDCARE CLIEMNT
WINDOWMNT 982000 _)q
5 - | RAIDCARE SERVER
i
@ -
RAIDC ARE CLIENT
L P
| = g ———
i
RAIDCARE CLIENT TCPASIP DeEmor + Network Port
SOLARIS

We also provide the web interface for managing the RAID; it is shown as below (see
Figure 1-2)



Figure 1-2

SCSI/FC

HTTP Server
RAIDCare Web

o

o RAIDCare Server

Browser

Browser Demon + Network Port

2.0 Installation Guide

2.1 Host Site

This section will teach you how to install the RAIDCare Server on host server.
Installation of RaidCare Server is not necessary if RAIDCare Server is hosted on
Brownie and Demon systems with build in Network port module. The Network port
module is integrated with RAIDCare Server and also built-in a network monitoring port.
A: Please go to Section 2.2.2 RAIDCare Client Site if your Brownie/Demon Raid system
is with Network port module.

B: Please follow below procedures to set up RAIDCare Server if the Brownie is without

Network port Module.
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2.1.1 Software Requirement
(1) Operating System
Windows 2000 all version (Service Pack 2 or above)
Windows XP all version
Windows 2003 all version
Linux
Solaris
(2) Addition Software Required
JRE (Java Runtime Environment) 1.4.2 or above
JAVA 2 SDK (a must to run web manager)
JAKARTA-TOMCAT (a must when running RAIDCare Web)
(3) To be fully compatible with RAIDCare 2.3, required firmware is listed below. Later
release firmware will also work.
Brownie

BR8&000 | BR800OOP | BR8600 | BR1200 | BR1200p | BR1600 | BR1600p

1.20a 1.09p 1.16a 2.20a 2.09p 6.11a 6.09p

Demon

PA-16 PA-08 SA-16 SA-16p PA-16p

6.08p 1.08p 6.02a 6.06s 6.06s

2.1.2 Installing Procedures

Step 1 Installing JRE.
JAVA™ 2 Runtime Environment, can be downloaded from
http://java.sun.com/j2se/1.4.2/download.html (Figure 2-1). Launch the j2re-xxx.exe
will install JRE automatically and there is no other configuration needed while
installing. If you have any problems during installation, please refer to
http://java.sun.com/j2se/1.4.2/
Open a DOS prompt and type in command “java” to test if your JRE is successfully
installed.

Figure 2-1

R Java(TM) 2 SDK, Standard Edition, v 1.4.0 (J25E(TM)) - Microsoft Internet Explorer == x|
Fle Edit  Wiew Fawortes Tooks  Help ‘
Back - = - @D &4 | @search [GdFavorites £fHistory | B S B - =]

Address [&] hitp:/fjava.sun.comjizse/1 4/davinload html = e Hunks >>|
g/“é, Help * A-Z Index = (Search)
— THE SOURCE FOR JAVA" TECHNOLOGY
JAVA
Products & APIs 5 Japanese
JavA™ 2 PLATFORM STANDARD EDITION HEEE

Developer Connection

laad
[1avaftm] 2 Standard Edition, version 1.4 section

Do

Confissed or having trouble downloading or installing?

The download help section has information that may get you going again
Solutions Marketplace

Case Studies

Download J2SE™ v 1.4

Java™ 2 Platform Windows (U.S. English only) DEUINED S0 i DOWNLOAD
Standard Edition Windows (all languages, including English) DOWNLOAD CEWHERAD) i
Linux Red Hat RPM shell script DOWRECAD CEWHEOAD i
Product Info
1.4.0 - NEW! Linux GMUZIP Tar shell script DOWNLDAD DOWHLDAD DOWNLDAD
1.31 Solaris™ SPARCT™ 32-bit binary DOWNLOAD DOWHLOAD DOMWNLOAD &l
£l [ | |4 ntermer
#Rstart “ = & =3 |J #7JavalTM) 2 SDK, Stan... [l wsoam
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Step 2 Installing JAKARTA-TOMCAT
Tomcat web server, can be downloaded from
http://apache.cdpa.nsysu.edu.tw/jakarta/tomcat-5/v5.0.27/bin/,  Tomcat  5.0.27
filename is : jakarta-tomcat-5.0.27.exe. Double click the file of
jakarta-tomcat-5.0.27.exe will launch the installation. It will generate a directory
C:\Program Files\jakarta-tomcat-5.0.27. Then reboot your system after the
installation.

o« 4.1.30 exe PGP MDS

Tomeat 5.0.1% EETS

e 5019 mp PGP MD5

o 5019 tar gg PGP MDS

s 5.0.1% exe PGF MD5

s 5019 Deployer zip PGP WDS
o 5019 Deployer tar gz PGE WD

5.0.1% Embed ap PGP MD5
5.0.19 Embed tar. gz PGP MD5

Step 3 Install AXUS RAIDCare Server.
Please download RAIDCareServer Setup.exe from
ftp://raid:diskarray(@ftp.axus.com.tw/RAIDCare/ (use IE Browser).
After download is finished, double click on this file and four files will be generated.
Execute file Setup.exe as Figure 2-3. Please follow the instruction step by step.

Figure 2-3

File Edit  Wiew Fawaorites  Tools  Help

,_j' Btk x‘_JJ I? /'__\' Search [I Falders v

Address || C\Documents and SettingshAdministr atoriDeskbop) Server

7 - | PEE [k vsih | PEE 1 nskisivy

File and Folder Tasks (4= | Installer For the Windows Inst... 3= | Installer For the Windows Inst..,
Micrasoft Corporation - Microsoft Corporation

) Make a new Folder

&8 Publish this Folder to the | ramcare Server

Wb = - Windows Installer Package RAIDCareServer_Setup
- - 5 %
& share this Folder I s 500 K i

Setup 4. Setup
Microsoft (R) Wisual Studio Win...} [ = Configuration Settings
Microsoft Corporation 1 KB

After installation procedure is completed. Click on “start” menu = Programs —>
RAIDCare - RaidCare Client Server (Figure 2-4).

b

Other Places

@ Deskiop

=Y My Documents
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ftp://raid:diskarray@ftp.axus.com.tw/RAIDCare/

Figure 2-4

Startup »
g Internet Explorer

Microsoft Access

Microsoft Excel

=

Internet
Internet Explorer
=] E-mail
2 Outlook Express
@ Microsoft Word

Tera Term Pro

5]

¥ Microsoft FrontPage

i)

e,

il Microsoft Outloak.
Microsoft PowerPaoink
Microsoft Publisher
Microsoft Wword

w® MsH Explarer

-3 MSM Messenger 6.1

SR orornand Prompk @ Cutlook Express

. Remote Assistance

-
1 Faink . i
¥ & windows Media Player

) Adobe
Microsoft Excel

DakaRen
E Adobe Reader 6.0 WinRAR,

HyperTerminal Private Edition

p | Files and Settings Trs
?

wizard Java Web Start

i RAIDCare Client
E RAIDCare Server
% Service Configurator

All P
rograms | RAIDCare Server

RAIDCareAssistant

Tera Term Pro

y o5 g

ra Start . WinClient Remote Manager

* v v v RN v ¥ v ¥ v

h"[l’l

2.2 RAIDCare Client Site
2.2.1 Software Requirement

(1) Operating System:
1. Windows serials: Windows 98, 98SE, ME, XP, or Windows 2000
Professional or Server (Service Pack 2 or above).
(2) Software (Required):
JRE 1.4.2 or above (JAVA™ 2 SDK will also work)

2.2.2 Install Procedure

Step 1: Install JRE
See Stepl in Section 2.1.2

Step 2: Install RAIDCare Client
Double click \client\setup.exe will launch the installation as Figure 2-5. It will
generate an icon group after installation is completed. The “startup” program can
launch the RAIDCare client application as Figure 2-6.
Figure 2-5
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File Edit Wiew Favorites

\_/.- Back J

Tools

Help

l.ﬁ pSearch H_ Folders -.-

File and Folder Tasks

:j Make a new Folder

@ Fublish this Folder to the
Weh

! Share this folder

Other Places

@ Deskkop

Ej My Docurents
[y Shared Docurments

Fig? |2L:§I LSRRI S

Command Prommpk

w Paink

4

! E‘:‘ Adobe Reader 6.0

all Programs B

Microsaft Excel

s start

3.0 RAIDCare Client

Address |3 CiDocuments and Settingstadministrator Desktop| Client

RAIDCareClient_Setup

=1 InstMsivy
a=—= | Installer For the Windows Inst...
Microsoft Corporation

= Tnstlsia

Microsoft Corporation

a== | Installer For the Windows Inst...

| RaDCare Client
M \Windows Installer Package
e 4,675 KB

Setup
Microsof
Microso)

bl

Description: Installer For the Windows Installer
Company: Microsoft Corporation

File Version: 12.0,2600.0

Date Created: 2/23/2004 1:06 PM

Size: 1,73 ME

bn Setkings

I¥12014 I¥IESSE1ger o, L
Ctlook, Express
Remote Assiskance
Windows Media Player
Adobe

DataRep

WinRAR

HyperTerminal Private Edition 4

Java ‘Web Start
RAIDCare

Tera Term Pro

Adobe Reader 6.0

WinClient Remote Manager

lnn re quirement

o inztall RAIDCare Client in
v | VERE. However, vou cannot 11

E RAIDCare Server
% Service Configurator

RAIDCare client is an application to communicate through Network port or Serial
Port (Raid system without Network port) to do related configurations on RAID
systems by selecting the specified IP address of that Network port (RAID system
without Network port use host server IP address).

NOTE: RAIDCare Client 2.3 will only work properly with RAIDCare Server 2.3
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3.1 Smart Agent

With Smart agent’s smart login, administrator can monitor or configure
different RAID system without re-login. Smart agent will remember one set
of password when the “enable save user’s information function” is checked.
Jumping from one system to another is now easier then ever. Default user
name “admin”, default password “123456”. Figure 3-1

&

C:“Program Files“BRUS“RAIDCare Client>javaw —classpath ".;client.jar" ﬂthenaRﬂIDI
.AthenaManager

ITEETET N

SN LT

3.2

3.2.1

3.3

_[o|

Smart Agent

@ Smart Agent Mechanism

With smart agent, youw can manage o
each RAIDCare sener on vour lsted
pahel

[ Enable save user's Information function.

o

Network and Smart Agent Setting *=-*
Network Setting, Assign IP Address, New
Network Setting - Use this option to manage IP range.

Assign IP Address - Search all the Network port on the same domain, or IP can
be assign according to MAC address.

New — Click here to manually assign MAC address with an IP. (Use this option
when the search failed).

Smart Agent — If smart agent was not enabled at beginning, here is where you
can enable smart agent.

Search Raid system on LAN ‘“g‘h

Use this function to search all RAID systems that is connected to network.
Click on this icon you will be prompt with a pull down menu for IP range.
(Figure 3-2)
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Figure 3-2
R RaidCare Java Client 2.0

Systern  Condiguration  Tools  Viewe  Help

Qo ¥

RAID Systems List

]"'QI RaidCare Java Client
3 3

IP Address Ranges

@ Wait time(Sec.):

IP Address Range List OK

|1.1.1.19c|-1.1.1.192 vH Cancel ]

=
To enter an IP rage please click on “network and smart agent setting”;:i'ﬁ - “Network
setting” = “ADD” Figure 3-3

Note: Wide range of IP, for example: 1.1.1.1 to 1.1.1.255 will result in long waiting time.
Program did not crash.

Figure 3-3

Settings |X|

| Network Setting | Assign IP Address | Smart Agent |

Hetwork Settings:

gﬁg 1. To specify the IP address range by assigning the
start and end |P address.
2. To specify an IP address to the Network portin
accordance with its MAC addrass,

Inclex! Starting [P Ending IP

Mework Settings -- Add an IP range

Change
Delete
@ IP Range Setting:
Starting IP: OK
Exit I

o Ending IF: | | [ Cancel ] LY
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3.4 RAID Systems List

After RAID system search is done, please look at upper left corner of the
screen.
. untitled - Paint.

B R RaidCare Java Client 2.0

Canfiguration

Toolz  “iew Help

RAID Systems List

S IP Aresct1.1.190~190

= % Haost Server:
= @. Server [P1.1.1.190 [Part: 6769)

) Single RAID Subsystem
8% Network Port:

__..—-f"""-

34.1 Host Server

Step 1. Double Click on IP area: L E
IP Area 1.1.1.190~190 — range used to search for RAID System

Step 2. Double Click on Host Server: %
RAID System host server IP address and port number.

Step 3. Double Click on Server IP Lg].
RAID System host server IP address and port number.

Note: If Smart Agent wasn’t enabled, then you will be prompted with login screen.

Step 4.  Click on RAID Subsystem.
Here you will be prompted with RAID Subsystem password.

Note: If Smart Agent wasn’t enabled, then you will be prompted with login screen and
RAID subsystem password.
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3.4.2 Network Port
Please refer to section 5 for a more detail description of network port.

ili RaidCare_manual_2.0 - Microsoft Word

| File Edit

B RaidCare Java Client 2.0

D@
El System  Configuration  Tools  Yiew  Help
w0 r=
RAID Systems List
P &reat q.1.190~191
% Host Server:
= 8 Netwvork Port
A = @ IP14.1.191 [Port: 6789]
] Single RAID Subsystem
— i

Step 1. Double Click on Network Port: %
IP Area 1.1.1.190~190 — range used to search for RAID System

Step 2. Double Click on IP address {;;
RAID System host IP address and port.

Note: If Smart Agent wasn’t enabled, then you will be prompted with login screen.

Step 3. Click on RAID Subsystem.
Here you will be prompted with RAID Subsystem password.

Note: If Smart Agent wasn’t enabled, then you will be prompted with login screen and
RAID subsystem password.

The difference between host server and network port:

Host server- RAID system that is locally hosted Without Network port

Network Port - A range of IP address, where RAID systems are connected through LAN
with Network port.
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4.0 RaidCare Client 2.3 Menu Bar

B RaidCare Java Client 2.0.2

Syatem  Configurstion  Toolz View  Help {.,ﬂ_

REY o dBTES

—

i

1. q Search RAID system on LAN - Search a range of IP for RAID system
that is connected on LAN
F=x

2. =% Network Setting and Smart Agent - Manage IP range to search and
enable/disable smart agent

3. y Exit - Exit RAIDCare Client 2.1

~
4, """'s Quick setup - Setting up RAID level without configuring any setups

5. @RAI D Configuration Setup - RAID setup configuration
o Fiber Card Configuration - To configure fiber card

7. *JSCSI Card Configuration - To configure SCSI card

8. 98 RS232 Configuration - To configure RS232 Serial port connection

9. »'JF RAID System Configuration - To set password and company information
10. E‘i NVRAM Setup - Update, Erase, Restart NVRAM

11. =7 Save Configuration - To save current RAID setting and HD information
ar

@3
12. ##* Monitor — Monitor current RAID activities

19



4.1 Search Raid system on LAN @

Use this function to search all RAID systems that is connected to network.
Click on this icon you will be prompt with a pull down menu for IP range.

{ RaidCare Java Client 2.0

Systern  Configuration  Tools  Wiews  Help

Qo

RAID Systems List

..|I' ] RaidCare Java Client

IP Address Ranges

@ Wait ime(Sec.)
IP Addrass Range List

|1.1.1.19E|-1.1.1.192 vH

Wait time (sec): Waiting time in seconds, for server to response.

Note: Wide range of IP, for example: 1.1.1.1 to 1.1.1.255 will result in extensive waiting
time. Program did not crash.
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Fox
421  Network and Smart Agent Setting =&
Under this menu there are 3 tabs
4.2.2 Network Setting
Use this option to manage IP range.

| Network Setting | Assign IP Address | Smart Agent |

Hetwork Settings:

1. To specify the [P address range by assigning the
start and end P address.

2. Tospeclfy an IR addrass fo the Mebwork port in
gecordance with its MAC aadress,

Index Starting IP Ending IP
001 1821681122 192.168.1.130

Mewuork Settings -- Add an IP range @ Change

Delete
‘:_Tr.:'} IP Range Setting:

Starting IP: | | oK

Ending IF; | | [ Cancel ]

i

[ B (IF-Info) Getthe index of IF addresz range list: User Cancelled

4.2.3 Assign IP Address
Search all the Network port on the same domain or IP can be assign according
to MAC address.

New
Click here to manually assign MAC address with an IP. (Use this option when
the search failed).

4.2.4 Smart Agent

If smart agent was not enabled at beginning, here is where you can enable
smart agent.
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4.3 Exit &
Exit RAIDCare Client 2.3

' RaidCare Java Client 2.0.2
System  Confiouration  Toole  Wiews  Help
QLY

RAID Systems List

Warning Exit RAIDCare

@ You will exit RAIDCare clisnt |

Are you zure want to do ?

RaidCare Java Client

Version: 2.0.2
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4.4 Quick setup ==
This is the easiest way to configure your RAID subsystem, but all parameters
will be setup as defaults. If you wish to change the default value, you’ll have to
go to RAID Configuration icon to customize it. ~After setup is finished, a hot
spare can be obtained by adding a new HD to the system.

Qulick Setup

The RAID's parameters will be set to defaults value as following:

Parameter Value

RAID Level 5

Dk Mumber ] Swztem will auto scan the disk numbers in
RATT

Hat Spare Mo You can add a IIRK into the svetem as Hot
Rpare Disk

Pritmaty SCSI D 0

Secandary SCS! D 0
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4.5 RAID Configuration Setup ~

This tool allows user to manually setup RAID system by choosing RAID level,
number of HD, and slice size. There are four main categories within RAID
configuration setup menu.

45.1 General Params
Basic RAID level setup

B RaidCare Java Client 2.0.2

System  Configuration  Toaols Wiew  Help

R Y O fldE L&

RAID Array

RAID Array 1

=] @IF‘: A.1.52 [Port: 6759
Single RAID Subs

To choose which ar

Re-config Raid
RAID Level
Disk Number in RAID

Strip Size

Write Buffer

| General Params | General Setting | Slice | Disk Mode

Re_Config RAID

wotes [
Disk Mumber in RAID |:|

[ ] Erase RAID

Stripe Size I:I Blocks

ray to be configured

[ ] Write Buffer Enahile Disable

Used to change an existing RAID configuration.

Used to specify the RAID level.

Used to specify the number of disks in the array.

The number is based on the number of physical disks
installed.

Used to specify the size of the stripe in blocks (1 block =
512 bytes).

Used to buffer writes operations using memory. This helps
improve the write performance for RAID 5
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Steps to setup Array.

Step 1.

Step 2.
Step 3.

Step 4.

Step 5.

45.2

In the RAID Array pull down menu, choose which array you wish to configure.
After array number is selected, Check Re-Config RAID check box to begin the
configuring RAID system.

After Re-Config RAID is checked, the pull down menu next to RAID level
should be available.

After RAID level is selected, the pull down menu next to Disk Number in RAID
should be available. This is where a user chooses how many hard drives they
wish to use in the array. A spare should always be considered for backup in
case of HD failure.

Click on Submit, located on the lower right of the screen.

General Setting
RAID subsystem setup

R’ RaidCare Java Client 2.0.2
System  Configuration  Tools Wiewe  Help

QA Y oLl dH] L&

RAID Array i
— Genersl Params | Genersl Setting | Sice | Disk Mode
RAID Array 1
RAID Systems List
IP &real 1.0 4752 [ Init RA/R3 Start Stop

& % Host Server:
= L server IP1.1.1 49 [Fo

L TJzingle RAID Subs: []RS/R3 Check start () Stop
= % Metweork Port:
= g I 1 1 52 [Port: 6789 .
& Single RAID Subs oMl ST Erable () Disable
[ ] Stop Modem Yes Mo

Expand Array |:|
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Init R5/R3 Used when configuring a disk group for RAID Level 5. During an
initial RAID 5 configuration, this is automatically executed.

R5/R3 Check Used to verify the RAID 5 configuration. This option should be
executed when initially configuring for RAID 5.

Beeper Used to turn on or off the audible alarm when an error occurs or
during an Init RAID 5, R5 Check.

Stop Modem Used to stop a Page or FAX notification from being sent. Use to stop
receiving the same Page or FAX notification after the initial one has
been acknowledged.

Expand Array Used this option to increase the disk numbers to an existing
configuration. This feature can increase the array’s capacity without
backup and restore the database.

4.5.3 Slice
Slice is used to divide the RAID capacity to several separated Slices. Maximum
8 of Slices can be set at same time.

R’ RaidCare Java Client 2.0.2
System  Configuration Tools  Wiew  Help

L) f:}. %’ ‘{.9 @ ’&! G’g ﬂ;@ ﬁ w) @ Luginuser:,m'l &i

RAID Array

—| General Params | Genersl Setting | Slice | Disk Mode
w

RAID Systems List
IP Area! 11 47~52

=2 % Host Server: . e
= (S server :1.1.1.49 [Pt [ slice 0 07| me

= T Ysingle RAID Subs;

= 48y Metwork Port; [] Slice 1 | ME

= g IP1.1.1.52 [Port: 6789

(X single RAID Subs Slice 2 | me

Total capacity 78407 MB

Slice 6 | ME
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45.4 Disk Mode
Use to enable the Ultra DMA data transfer mode of the RAID subsystem with the

installed disks during initialization.
R RaidCare Java Client 2.0.2

System  Configuration Tools  “Wiews  Help
o & = 2 i W & . y
[{ { i <9 ‘@J ‘& c.g ﬂ{—’i) E* :_& ?g Login User: ad’mm. £l
RAID Array r—

1| | Genersl Params | General Setting | Sliceg Disk htodle |

RAID Systems List
I Area 1.1 47~52 []IDE DMA Mode | |
= 4 Host Server:

= @. Server [P
= T Jsingle

[[] IDE LBA Mode

: | [[] IDE Uktra DMA
=1 g P11 4 .52 [Port: 6789

(i Single RAID Subs

Disk Mode

Option Setting Default Setting

IDE DMA Mode 0,1,2,3,4,5 5

Description: Use to negotiate the highest DMA data transfer mode
with the installed disks during initialization.

Option Setting Default Setting

IDE LBA Mode Enable, Disable Enable

Description: Use to enable the LBA feature. The feature allows
BROWNIE to manage large size disk.

Option Setting Default Setting

IDE Ultra DMA Enable, Disable Enable

Description: Use to enable the Ultra DMA data transfer mode of the
RAID subsystem with the installed disks during
initialization.
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4.6 FC Configuration Setup

B’ RaidCare Java Client 2.0.2

System  Configurstion  Tools  Viewe  Help

[@fj}: g- B ‘)-:9 W o &8 ﬂ;" El Q ?‘? LDginUser:'m;- ,ﬁ,
[ RAID Systems List —

! General Setup | Lun Map || Wi Table | SaN Mask | Lun Mask |

1B P Arest 11 47~52
=2 % Host Server:
= E‘. Server P:1.1.1.49 il |

(%l Single RAID S

= % Metwark Part: []Hard Loop
B R IP1.1.1.52 [Port: £
1 [single RAID S

71D Setup | {0to125)

[[] Connection Mode

[] Data Rate

4.6.1 General Setup
Primary Fiber Submenu for configuring primary fiber settings

Hard Loop Enable hard loop ID if you wish to enter the ID manually.
Disable to have the ID set by the controller (Default: Disable)

ID Setup Enter the hard loop Id for this controller (only hard loop ID is
enabled) Connection Mode  Arbitration Loop or Point-to-Point
(default: Arbitration Loop).

Data Rate 1 Giga-bits, 2 Giga-bits (Default: Auto-negotiated).

4.6.2 Lun Map
Lun Map is used to setup each Slice to map a logical Lun Number.

28



4.7

4.7.1

4.7.2

v 4
SCSI Configuration Setup =
An SCSI Interface contains two channels, one is Primary SCSI Interface, and
the other is Secondary SCSI Interface. You can drop the pop-up menu to select
a channel to configure SCSI Interface.

The Set SCSI ID and the Termination must be set to avoid causing a conflict
with the SCSI adapter or other SCSI device daisy chained with the RAID
subsystem. Command Tag Queuing is a function that allows a SCSI device to
queue multiple requests without having to serialize the operations. This frees
the controller to process requests in whatever order is convenient, instead of
blindly processing and acknowledging each disk operation before starting the
next. This allows the RAID subsystem to efficiently handle multithreaded
applications that issue multiple disk commands.

General Setup

Primary SCSI Submenu for configuring primary SCSI settings

Set SCSI ID Select 0 to 14 or multiple (default: 0). ID 7 is reserved for the
SCSI Card.

Terminating Enable the SCSI termination of the RAID subsystem.

Tag queuing Tag queuing allows RAID systems to process multiple requests

from the host without having to serialize the operations thus
improving performance

Speed Ultra 3, Ultra 2, or Fast (default: Ultra 3).

Wide Use to enable the Ultra/Fast Wide SCSI feature. This feature

allows to increasing the I/O speed on host Interface from SCSI
to Wide SCSI.

LUN MAP

Lun mapping is used to setup each Slice to map to a logical Lun Number.
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4.8 RS232 Configuration setup %0

The RS232 Params configures the external ports of the RAID subsystem. The RAID
subsystem can communicate with a remote terminal and modem. The RAID subsystem

and the remote terminal must be set to the same communication settings (Baud Rate,
Stop Bit, Data Bit, and Parity).

48.1 Modem Port

Option
Set Modem Port Now
Sub-Option Setting Default Setting

Baud Rate 2400, 4800, 9600, 19200, 38400, | 38400
57600, 115200

Stop Bit 1,2 1

Data Bit 7,8 8

Parity None, Odd, Even None

Description: Use to specify the communication protocol between the RAID

subsystem and external modem.

4.8.2 Terminal Port

Option
Set Terminal Port Now
Sub-Options | Settings Default Settings

Baud Rate 2400, 4800, 9600, 19200, 38400, | 19200
57600, 115200

Stop Bit 1,2 1

Data Bit 7,8 8

Parity None, Odd, Even None

Description: Use to specify the communication protocol between the RAID

subsystem and remote terminal or terminal emulation software.
The settings on the remote terminal must match the settings of the
RAID subsystem.
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4.9 RAID System Setup @

4.9.1 RTC (only available 8990 controller)

RTC Stands for Real Time Clock. It is used for setting the time on the controller.
Setting the correct time plays an important role in the system administration. Helps the
administrators to keep accurate record of when the event actually occurs.

4.9.2 Utility Configuration (only available 8990 controller)

Is used to set the bad sector threshold of a hard drive.

Clone When the bad sector count equals to this value then the disk
will be cloned.
Is used to set the bad sector threshold of a hard drive.
When the bad sector count equals to this value then the disk
Swap will be replaced with a pre-cloned disk. To function

properly this value must be grater then the value set for
clone.

Unit Per Sector

Allows a single slice to exceed the two terabyte limit and to
be recognized under Windows based operating system.
Must be selected before creating an array.

Reduce Read Retry

By extending the waiting time for hard drive to response.
This function is used with and only with Maxtor larger hard
drive to prevent the disk being removed by the controller.
It is best to enable this function when larger Maxtor drive is
used.

16 Bytes CDB

Allows a single slice to exceed the two terabyte limit and to
be recognized under Windows 2003 SP1 and UNIX based
operating system. Must be selected before creating an
array.

4.9.3 Clone & Smart (only available 8990 controller)

Disk Cloning

Permanent Clone: To manually force clone without swap.
Swap after Clone: To manually force clone and swap after
clone.

Replace Cloned Disk

To manually force disk replacement before the threshold is
met.

Disable Smart: to disable smart function.
Alert Only: Alert when the Smart attribute is near threshold.
Permanent Clone: Clone disk when the Smart attribute is near

R threshold.
Swap after Clone: Clone disk and swap when the Smart
attribute is near threshold.
Disk Self Test To manually force disk self test by smart function.
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4.9.4 Scrubbing (only available 8990 controller)

Per Weeks: Number of weeks between scrubbing check.

Per Day: Day of the week which scrubbing should be
Scrubbing Schedule | performed.

Per Hour: Time of the day which scrubbing should be
preformed.

When miscalculated parity is found, Scrubbing is granted with
permission to replace the miscalculated parity with the correct

parity.

Overwrite parity for
Scrubbing

4.9.5 Passwd Info

The RAID System Setup configures the internal operation of the RAID subsystem. To
avoid having the configuration altered by unauthorized personnel, you can enable
password protection to enter Configuration Mode. Also, to have the RAID subsystem
provides failure event notification use the Company Info options.

Password Information

Option Setting Default Setting
Set New Password | Up to 8 characters 00000000
Description: Use Set New Password to change the default password.

4.9.7 Other Information

Option

Company Info

Sub-Option Setting

String 1 Up to 16 alphanumeric characters

String 2 Up to 16 alphanumeric characters

Description: This information will appear at the top of the fax document.

Option Setting Default Setting

Modem Init Str String AT&DO&KA4EO

Description: Use to change the initialization command for the modem.
Change this option if the default string does not work with
your modem.
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4.10 NVRAM Setup

4.10.1 General Setting

NVRAM Update | To save the configuration

NVRAM Erase Reset the NVRAM to factory default

NVRAM Restart | Restart the NVRAM (Controller)

When using this menu option, The RAID subsystem should be off-line.

NOTE: Any changes made in this group will cause data on the drives to be permanently
Once a configuration change has been made, the NVRAM (where the settings are stored)
must be updated. If a change causes an error or if the subsystem fails, use the Erase
NVRAM option to clear the contents of NVRAM restoring the default values. In order
for a change to take effect, the RAID subsystem must be restarted. Use the Restart
option to automatically reset the RAID subsystem.

4.10.2 Update Firmware (only available 8990 controller)

This function is used to update the Raid subsystem’s firmware. This function is only
available for RaidCare server installed on Windows based system.
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4.11 Save Configuration -

Use this function to save the current RAID system information to a different location.

Helgp

Felddl 83 .

Setting |

ipdate NYRAM

rase NWRAM

inatart Log to save

[ [Z]

(11 RAID System Information:

01.Product [D:

02.Model Mame:

03.Serial Mumber:

04 Firmware Version:
0a.machine Type: Rackmount
06 HostChanMa: 2
07.DiskChanMo: 16
08.5l0fMo; 16

£ I *

4

gent) Starting :
Ta zet wait tim e =—————r—r
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4.12 System Monitor &

e

412.1 Color Table

RAID O RAID 1 M RaD 3 B RrRaps )
RAID0O1 ] RAID 30 RAID50 [ NRADD !

The color of the array represents the RAID level. For example Raid 1 is represented by
the color yellow.

The number in color represents the array, for example in the picture above array 1 is
repented by the number 1 color in green.
When Hard Drive number is flashing in red, please check the HD for failure.

1 =Array 1
S = Spare
* C = Cloned

* D = Disk Self Test
* R = Rebuilding

Fan Failure

.Power Supply Failure
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4.12.2

System Information Window

:I Swstem | Disk Channel | Siot |

E=rm

Frociuct IE L= S950

rlocd=l Marme EROWVSGTIIE 1 G005
=erial Mumber Qo7 7FoOS930001 02
Firrmswwwware ~ersion 5 . OS]

Warite Butfer Disakble

Ho=t Channsl Muambser =

Di=k Channel FMuamber 15

=lot MMumiber 165

=tripe Size 125 Block

rA=rmory SiEe 125 ME

Hit R=tio [ -

4.12.3  System Information configure window (without network port)

—=erver Infarmation

' Host Server Mame : jacky

Host Server [P : 1.1.1.190

wbsystem

Host Server Part # BF8Y
Host Server Version : 2.0

Baud Rate : 19200

Click on configure to access account information, email information, system params, web
access.

Account information To add/remove user. Change password for a user
System information Send system status and error by email.

System Params System Params configures the internal operation of the

RAID subsystem.

Web Access Allow configuration in Web
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4.12.4  System Information configure window for machine with network port

Metwark Port Infarmation

Product Marme: Metwark Port Model Series
Firmmiare Yersion: 2.0

MAC Address: 00-20-4A-80-10-TF
DHCP: Dizahled

IP Address: 1.1.1.191

DMS Server: 211.21.58.236

Baud Rate: 19200

Terminal Connection: Disabled

e
(omre 1)

Click on configure to access account information, email information, port params, web
access, [P Address, update firmware, and other settings.

Account information To add/remove user. Change password for a user
Email Information Send system status and report error by email.

Web Access Allow configuration in Web

IP Address IP address setting

Port Params Port (com 1) setting

Other Setting Monitor Data setting and Terminal connection
Firmware Update new firmware
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5.0 Introduction to Network Port

Ever since Axus introduced RaidCare software, Axus has been working hard to
accommodate the growing demand for better and more user-friendly product. After one
year in research and development, network port was born. Now with network port, no
additional software is needed to configure RAID system. Built in web interface allows
user to configure the RAID system, simply by using a web browser. Monitoring RAID is
now easier then ever. With the email alert function, system administrators can be halfway
around the world and still be updated on the status of the RAID system.

5.1 Installation Guide

5.1.1 Requirements

Software Requirements Hardware Requirements
Internet Browser (JAVA support). AXUS Demon or Brownie.
RaidCare Client (optional). Network Port.

JRE 1.4.2 or above (for RaidCare Client only).| RJ-45 Cable (Ethernet cable).
Latest firmware for AXUS Network Port.

5.2 Quick Setup
1. Connect an Ethernet cable to Network Port.
2. Power on Demon or Brownie.

5.3 Operating
5.3.1 Updating Firmware

1. The newest version of firmware can be obtained from our FTP site.
2. Network port’s firmware can be updated either by using RAIDCare client or by
FTP.
5.3.2 Updating firmware by using ftp.
1. Open a command prompt window.
2. Change directory to where network port firmware is located.
3. Enter the following command line in DOS.
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tftp -1 X.X.X.X put FW_XPT 2 0_1.ROM X1

The IP address of network port. Firmware version

5.3.3 Updating firmware by using RAIDCare Client.

1. Please refer to RAIDCare manual for proper installation of RAIDCare Client.

2. Run RAIDCare Client and search the range of IP where Network Port is located.
3. on the left click on IP address of the Network Port.

4. Click on configure, please refer to the picture below.

System Tools  Wiew Help

— = <
[{ ) F=X e Login User: adntin 1
N i ]
RAID Systems List

E@ IP Arest1.1.129~125

Metwwork Port Information

g IP1.1.1.125 [Port:

Product Mame: Metwork Port Model Series
Firmware “ersion 2.0

MAC Address: 00-20-44-80-EC-83
DHCP: Disabled

IP Address: 1.1.1.124

DMES Server: 192.168.1.123

Baud Rate: 115200

Terminal Connection:  Disabled

5. Click on the tab firmware located on the upper right hand corner.

System Tools  “iew Help

=N - -
) ¥-x 9 Login User: adutin 1L
= — : e ]

RAID Systems List - - - - - -
Account Information | Email Information || Web Access | IP Address Seftings | Port Params | Othet Settings | Firmweare
E@ IP Areact 4.1 124~125
i Host Server:
=1 8% Network Port:

SN 1.1.1.124 [Port:

il Single RAID 5
# R 111125 [Port

Update Firmware:
Firmware Path: | C:\ [

Update

Cancel

6. Click on Browse to locate firmware on local drive.
7. Click on Update.
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5.4 Network Port Setting

5.4.1 Account Information
Manage user accounts and password

| RaidCare Java Client 2.0.1

System  Confiogurstion  Toole  Yiew  Help

'\q ¥=x Login User: I admtin
= o)

AiD

RAID Systems List
| Account Information | Etnail Information " Weh Access " IP Address Settings " Port Params " Cther Settings " Firrmware |
IP Areact 1.1.124~125
% Host Server: v
= 4y Metwork Port: Login Mame | Account Type | Account Statusl Detail | P
fediP:1.1.1.124 [Port:
= g P 1.1.125 [Port: aclmin Administrator Enable E]
Q Sl e user2 Read Only Dizahkle C]
users Read Only Disable E]
userd Read Only Dizahle E]
users Read Only Disakle C]
userb Read Only Disable E]
usery Read Only Dizahkle E]
users Read Only Dizahble b
userg Read Only Dizahle E] .

5.4.2 Email Information

Setup tab for the email alert function.

B RaidCare Java Client 2.0.1

System  Conficurstion Toolz  Wiew  Help

" ; °
I_Q = g‘ Laogin User: I adumin AV
i o
RAID Systems List —
| Accourt Information | Email Information | wiek Access " IP Address Settings " Port Params " Other Settings " Firtrwvare |
EE IP Aresl 11124125
% Host Server:
=1 % Metwork Port:
P11 art:
=] @ IP:1.1.1.125 [Port:
]l single RAD S

[

[] Set Ermail Information Nowe

SMTP Server. | |

Sender: | |

Receiver {1}

Receiver ()

Receiver (3} b

Receiver (4}

Receiver (o)

Receiver (B):

Receiver (7}

Receiver (8}

Receiver (@ v

Alert email can be setup to send alert email to ten different recipients.

Note: there must be a valid mail server residing on the network.
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5.4.3 Web Access

To enables/disables web configuring function on the network port.

System Tools  Wiew  Help

l_@ v !'* o Login User: admin ‘i D

.

RAID Systems List ST
Accourt Information | Email Information | Web Access | P Address Seftings | Port Params | Other Settings | Firmware
E@ IP Areal1.1.124~125

% Host Server.

= %y Network Port: [[] Allow Configuring in Wehb
< [l art:

= @ IP:1.4.1.125 [Part:
X Single RAID 5

Cancel

5.4.4 1P Address Setting
There are two ways to obtain an IP address for the network port. Option one is by using
DHCP and option two is by manually assigning an IP for the network port.

. RaidCare Java Client 2.0.1

System Tools  “iew Help
o 3 om
'&E o g Login User: adntin Al
3 L (&~
RAID Systems List L h i o
Accourt Information | Email Information | ek Access | P Address Settings | Port Params | Other Settings | Firrware
BB P Aresc1 1.1.124~125
% Host Server:
= 4 Network Port:
S LENEN ot .
IP Address Setting:
= @ IP:1.1.1.125 [Port: 4
&l single RAID S| ) DHCP
@ Static IP

IP Address: | 1.1.1.124
Subnet: | 255.255.255.0

Gateway. | 192.1681.0

DNS Server Setting:

DMS Server: | 192.168.1.123

Cancel
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5.4.5 Port Params
This option can be used to configure serial port settings for Network Port.

The default values are as follow:

Baud Rate: 115200
Data Bit: 8 Bits
Parity: No parity Stop
Bit: 1 Stop bit

Flow Control: None

R RaidCare Java Client 2.0.1

System Tools  “iew Help
) o
'.%i g "’3’ - Login User: aduin LT
. w RN
RAID Systems List Eeve—
Accourt Information | Emaill Information | Wieh Access | IP Address Settings | Port Params | Other Settings | Firmware
i@ P Areat 11124125
Host Server:
=1 4y Network Port
FeediP:1.1.1.124 [Port
= g IP1.1.1.125 [Port
) single RAID Port{COM1:) Settings:
Baud Rate: (115200 v
Data Bit: |8 Bit w
Parity.  |Mo parity »
Stop Bit |1 Stop hit v
Flow Control:  |Mone v

Cancel

Caution: When RS232 (serial cable) is connected to the serial port, Network Port will be
automatically disabled.
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5.4.6 Other Settings

Monitor Delta Setting is used to set the time interval for the network port to query

system Status.

Caution: This value should never be less then 60 seconds, due to for every query this
function consume resource from RAID system. Over query may affect the over all
performance of the RAID system.

System Tools  “iews Help

= -
w) F=r oy
=

L

o
o gl |

Login User: admin

RAID Systems List
E@ IP Ares 11 124125
% Host Server:
=l % Metwork Port:
s Y11 11124 [Port:
= @ P21 1.1 125 [Port:
3l single RAID S

5.4.7 Firmware

Account Information | Email Information | YWeb Access || IP Address Settings || Port Params | Cther Settings | Firrmweare

Monitor_Delta Setting:
Delta times =] Sec
Terminal Connection:

() Enabled. () Disabled

Firmware function is used to update firmware for the network port. Please refer to section
5.3.3 for instructions on how to update firmware.

Syatetn Toolz  “Wieww  Help

= = g
i

o

Login User: admin ]
e

RAID Systems List

Eﬁ IP Ares 11124125
% Host Server:
= % Metwark Port:
EX P 11125 [Port:

Acocount Information | Email Information || YWeb &ccess | IP Address Settings || Port Params | Gther Seftings | Firmwvare

Update Firmware:
Firmware Path: | C) E]

Update

Cancel
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5.5 Terminal Connection

Network port can be configured by telnet function. To obtain a terminal connection
please precedes the following steps.

1. Open a command prompt.
2. Type in the following command line.

telnet 1.1.1.125 9999

[P Address of the network port. Port number

= Telnet 1.1.1.125

= Metwork Port Server Uersion 2.8 R
Eakazad By AXHUE Microsystems Inc. 20372004 -
B T = = TIPS

MAC address 80204n80187F
Software wversion UA2_ 8 (848414> CPHE_S520_XPT

Prezsz Enter to go into Betup Mode

= hasic parameters
Hardware = Ethernet TPI
IF addx» 41.1._.4_4125, no gateway set.netmaszsk 255 _255 _255_ 0400

Baudrate 11528@. I.-F Mode <4GC. Flow @88

Te lnet Configure Menu:
1>Factory's default value
2>TCPIP's configuration
I3>Channel’s configuration
4>DHNS & MONMITOR_DELTA configuration
5>Enabled Terminal
62Exit without save
Zr»Save and exit Your choice 7

There are seven options to choose from, once the connection is made.
1. Factory’s default value.
This function is used to load all the factory default for the network port.

2. TCPIP’s configuration.
This function is used to configure the TCPIP settings for the network port.

3. Channel’s configuration.
Using this function can change the serial configuration settings.
Defaults are as follows
Baudrate <115200>
Parity bits <None>
Stop bit <1>
Flow Control Settings: <1. No flow control>

4. DNS & Monitor Delta configuration
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1. Monitor Delta setting Please refer to monitor Delta setting in section 5.4.6
Other Settings

2. DNS Settings This function can be used to configure DNS settings.

3. Exit.

5. Enabled Terminal
When this function is enabled, serial connection can be simulated by telnet.

6.0 Network Port built in Web Server

Hardware Requirement Software Requirement
Network Port RAIDCare Web Assistant
Web Browser
Java Run Time 1.4.2

6.1 Using RAIDCare Web Assistant

Installing Web Assistant

A copy of RAIDCare Web Assistant can be obtained from AXUS’s ftp site.
Double click on the downloaded file and follow the procedure on the screen.
The installer will guide users through the installation.

Running Web Assistant

£ Web Assistant - Version 2.3.0 |Z||E|[z|
SR, W ;
QFr@HL 8y
—2 2 6—7 8 _
| [term | IP Address (Firmware Yersion) | Hardware Information | Statusteb Func
S &
Current Status: B




To search for network port within the subnet.

Assign or edit IP of the network port.

Click on the input web browser to point a path to your browser.

Click on the icon to open web browser to manage network port of your
choice.

To update network port’s firmware and web functions.

To save the log file of a specific raid configuration to the local computer.
To exit the application.

To read the information about this software.

rwnpE

N O

6.1.2  Advance function

£ Web Assistant - Version 2.3.0 |Z||E|[Z|
'\. o ‘*"rj !. L ]

QIr@HeL § § Qi

| [term | IP Address (Firmware YWersion) | Hardware Information | Statusteb Func

s *

Current Status:

This special icon is normally hidden; it can only be access by holding
Ctrl+Alt+X all together. Advance function is used to customize the logo of this
software.

The following screen shot of the advance function.
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Advanced Fonchon E3

rPresiess Wincowy
= D T = —
il L3Il
DN, Powar by ANUS Inc e
ricolor Setting
Background's color: F:0xFF, G:0xFF, B:0xFF | S Color I
Flimage Setting
Image's path: | Filez/RAIDCareieb Az sistantineb Log . oif Browser |
r=tring Setting
Input the: IPDWEI’ by AXUS Inc Advanced... |
Update Exit |

Background Color — This function is used to change the background color of
the logo to fit costumer’s need.

Image path — To browse and locate the image desired to be use as the new logo.
Please note the image display size should not be larger then 60X180 pixel and

the file size is restricted to five kilobytes or less.

Input the — To change the text logo located next to the image logo. The
advanced function allows different text special effects.

After all the desired value has been entered, please click on update to make the
changes.
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6.1.4

6.2

Using Network port’s build in web configuration tool.
The default user name is admin and the default password is 123456. Once user
have login, the following is the screen shot of the main page.

AL

-2} Server, Configuration - Microsoft Internet Explorer

(=163
Y

RAID Information:

e Power by AXUS Inc. -
« RAID rietwork Port Server Information
Information
o Login RAID Product Name: Network Port Model Series
Systern Firmware Version: Ver2.0.2
» Server Configure MAC Address: 00-20-4A-80-9F-74
o Server - | 1P Address: 1.1.1.52 : 6780
Information . E "~ DNSServer: 0.0.00
o System DHCP: Disabled
Settings BaudRate: 115200
I o Mail Settingg Terminal Connection: Disabled
o Access
Settings

r]: (Swstem) admin Login Monitor Agent: Success

1. Login Raid System — After clicking on this link user will be prompt with

Subsystem’s password. The default

Ml Server Configuration, - Microsoft Internet Explorer

AV

L nu B B ot
i

Power by AXUS Inc.

password 1s 00000000.

|2

User: |admin

Logowut

« RAID
Information
o Login RAID
System
« Server Configure
o Server
Information
o System
Setfings
o Mail Settings
o Access
Settings

rLogin RAID System

Single RAID Subsystem

Password:

Enter the password.

=l =—n
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6.3  Server Configure

1. Server Information — display the following information:

- Product Name
- Firmware Version
- Mac Address
- DNS Server
- DHCP Status
- Baud Rate
- Terminal Connection
2. System Settings — To configure TCP/IP status and terminal connection

rServer Settings Information

[v] Set Server Information Now

et

Port{COM1:) Settings:

IP Address Setting: /| Baud Rate:
) DHCP 115200 >
i Data Bit
@ Static P _
| [=Eit -
IP Address: [1.1.1.52 | :
i Parity:
Subnet [255.255.255.0 | ,
B Mo parity st
Gateway: |D.D.D.D | : Stop Bit
DNS Server Setting: | [1 stop wit - |
DMS Server: [0.0.0.0 | | Flow contror
| Mone

IP Address Setting: To the left of the screen are the settings for the IP
address. By default the server should be using DHCP to obtain an IP address.
Port (COML1:) settings: To the right of the screen are the settings for the
terminal connection. Above should be default settings for the terminal
connection.

Mail Settings
1. Mail Information — To enable and configure the email alert function.

Access Settings

1. Account Information — To add users and configure access level for each
user. Maximum of ten users can be added.
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Once the password has been entered to login to the subsystem, the following is the next
screen shot.

0 RAID System Configuration - Microsoft Internet Explorer

= Power by AXUS Inc. [

« RAID Function Status
o Duick, Sehy
o MNYRAM Furction [RAIDSVStenyInGGg
o Molntor Status HF' — tem e _
« RAID Parameters ”M“:'d “ICN . T =l
o RAID Settings el =
- ; ||serial Murber 000308990001 03¢
o Slices Settings h p
General Function Firrmware Wersion 1.00%
RA;’Dﬁ ti Write Buffer Disable
. yS ‘em (el |ggra e Host Channel Mumber 2
=3 Term\.nal pOITt Settings Disk Channel Mumber g
o Security Settings |0t MLrmbar -
« Fiber Configuration
o Fiber Gereral Settings [System Status
o Lun Settings UPS FAMN Power Temperature
o SAMN MASK Settings @ @ @ @
Normaltt Normalt! Normallt Normall!
Back to Server
rSlot Info
I Slot I Model | volure | BadBlock | Status | RAID Aray | |
‘Slut 1 |m’a |n.l’a |n.ia |Oﬁ|ine |m’a -~

This is the information page where all the hardware information can be viewed on this
screen. Firmware version, serial number of the machine, UPS status, Fan module status,
Power module status and the temperature status and the hard drive information are all
parts of this information page.
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RAID FUNCTION

6.4  Quick Setup

<2 RAID System Configuration - Microsoft Internet Explorer

_—

1. D User: |admin
. Power by AXUS Inc. [ L=
« RAID Function rQuick Setup

o Quick Setup
o MYRAM Furction [l Quick Setup Now
o Mointor Status The RAID's pararmeters will he set to defaults value as following:

« RAID Parameters

o RAID Settinas Parameter Value
o Slices Settings RAID Level 8
n Disk Humber 3 System will auto scan the disk numbers in RAID

o General Function

« RAID System

Configuration Hot Spare No You can add a DISK into the systerm as Hot Spare Disk

o Terminal Port Settings
o Security Settings Primary SCSI ID 0

« Fiber Configuration Secondary SCSIID 0

o Fiber Gereral Settings

o Lun Settings
o SAN MASK Settings

Back to Server

By using this function all raid settings are default. System will automatically build Raid
level 5 with no spare drive. If user wishes to use this function be sure to click on the
NVRAM function link and pick NVRAM update then submit and then NVRAM restart
and submit after submitting update on the quick start. Always remember to update
NVRAM and restart NVRAM when there is a configuration change.
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6.5 NVRAM Function

2 RAID System Configuration - Microsoft Internet Explorer

A §L)

= Power by AXUS Inc.

User: admin

Log

« RAID Function
o Duick Setup
o MYEAM FPunction
o Mointor Status
« RAID Parameters
o RAID Settings
o Slices Settings
o Seneral Function
« RAID System
Configuration
o Terminal Port Settings
o Security Settings
« Fiber Configuration
o Fiber Gereral Settings
o Lun Settings
o SAMN MASK Settings

Back to Server

NVRAM should always be updated and restart whenever there is a

configuration.

Monitor Status

A RAID System Configuration - Microsoft Internet Explorer

rNVRAM F

[[1 Update NWVRAM
[_] Erase NVRAM

[[] Restart

change in the

)
’ ] D User: [admin
fe_ o B s ___Loge
. Power by AXUS Inc. =
- RATID Function
o Quick Setupn
o PWRAM Function [RAID
o Mointor Stahus ttem I
Product ID ACS 8990 =
- RAID Parameters
o BAID Settinas Model Mame Demon SA-08U4P
EAIL Settings h
Slicos Sottings Serial Number 000308890001 03C
=Slices Setlings i -
- = = fi Firmware version 1.00s
= tasheral BURction . write Butfer Disable
+» RAID System Configuration Host channel Mumber =
o Terminal Port Settings Disk Channel Mumber a
o Security Settings |ls1at rumbar la =
« Fiber Configuration
< Fiber Gereral Settings
< Lun Setfings up: Power Temperature
o SAMN MASK Settings a a a
Mormal!t Mormal! HMormallt HMormali!
Back to Server
Stot
1l Slat | Model | Wolume Bad Block | Status | RAID Arra [
TR |nsa |rva |ria |ofine |nsa

This is the information page where all the hardware information can be viewed on this

screen.

Firmware version, serial number of the machine, UPS status, Fan module status,

Power module status and the temperature status and the hard drive information are all
parts of this information page.
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RAID PARAMETERS
6.6 RAID Settings

-2l RAID System Configuration - Microsoft Internet Explorer,

_—
AL .

ETNEEE..  Power by AXUS Inc. | Loge
« RAID Function rRAID Settings
o Quick Setp ’m

o MYRAM Function
o Mointor Stabus
» RAID Parameters

o RAID Settings RAID Level

o Slices Settings

o General Function LEEHUmbefinBain
« RAID System

Configuration L] Erase RAID

o Terminal Port Settings

o Security Settings [ Stripe Size 128 | Blocks
« Fiber Configuration

o Fiber Gereral Settings

o Lun Settings

o SAN MASK Settings

Back to Server

[[] Re-Config RAID

[ wirite Buffer  Enable () Disable

This page is used to configure the RAID settings in the subsystem. To configure Raid
level, first by selecting which array to be configured then by clicking on the Re-Config
RAID to enable RAID level. Choose which RAID level is desired and number of hard
drive to be used in the RAID then submit the changes. Be sure to update NVRAM and
NVRAM restart to enable the changes.
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6.7  Slice Settings

rSlice Settings

| RAID Array 1 -

Total capacity 118379 MB

[l lSlice 0] [116379 | me

Msiicer [0 | m\
O slice 2 |:| mMe
Osiices [0 | m\
Csicea [0 | mB
[ slice 5 |:| mMe
Osicas [T s
Osticer [0 | mB

] Slice 8

] slice 9

[ Slice 10
1 slice 11
] Slice 12
1 slice 13
1 Slice 14

[ Slice 15

Under the slice settings, it is important to choose which array needed to be configuring
from the pull down menu. In this case we have chosen Array 1 slice 0. Please note

that putting a check inside the check box will enable users to key in size in MB.
then one slice are desired then place a check next to slice 1.

If more
After all the value have

been key in please click on submit always remember to update NVRAM update and

restart for changes to take affect.

6.8 General Function

rRAID General Function

| RAID Array 1 -

CmRsRs st O st

" expana array

1 R&R3 Check o Start O Stop
] Beeper 3 Enable ) Disable
[ Stop Modem Caves 0 Ho
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First by selecting the Array then places a check inside the check box to use the function.
After the desired command has been selected click on the submit bottom located on the

lower right to start.

Init R5/R3

R5/R3 Check

Beeper

Stop Modem

Expand Array

Used when configuring a disk group for RAID Level 5. During an
initial RAID 5 configuration, this is automatically executed.

Used to verify the RAID 5 configuration. This option should be
executed when initially configuring for RAID 5.

Used to turn on or off the audible alarm when an error occurs or
during an Init RAID 5, R5 Check.

Used to stop a Page or FAX notification from being sent. Use to stop
receiving the same Page or FAX notification after the initial one has
been acknowledged.

Used this option to increase the disk numbers to an existing
configuration. This feature can increase the array’s capacity without
backup and restore the data.

RAID SYSTEM CONFIGURATION

6.9 Terminal Port Settings

This option can be used to configure serial port settings.
The default values are as follow:

Baud Rate: 115200

Data Bit: 8 Bits

Parity: No parity Stop

Bit: 1 Stop bit

Flow Control: None

6.10  Security Settings

This function is used to change and modify the current administrator password for the

Raid subsystem.

6.11 RAID System Configuration

For its functions and descriptions please refer to page 31 under “RAID System Setup”.
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SCSI CONFIGURATIONS

6.12 SCSI General Settings

rSCSl General Settings

Primary SCSI ~ |

W SetSCSID 0 4 2 @3
4 O8 O6 O7F
g e DM D1
212 13 014 O 15 D Multiple

[¥] TAG Queuing ® Enable _ Disable
[v] Speed i Fast ) Ultra ) Uttra2 ® Uttra3 ) Ultra320

[¥] Wide ® Enable ' Disahle

Set SCSI ID - To manually set a SCSI ID for your primary SCSI and secondary SCSI ID.
Please note that the primary SCSI ID and the secondary SCSI ID must be different from
HBA’s SCSI ID.

TAG Queuing — To enable or disable TAG Queuing function.

Command Tag Queuing is a function that allows a SCSI device to queue multiple
requests without having to serialize the operations. This frees the controller to process
requests in whatever order is convenient, instead of blindly processing and
acknowledging each disk operation before starting the next. This allows the RAID
subsystem to efficiently handle multithreaded applications that issue multiple disk
commands.

Speed — To set the speed of the transfer rate (Ultra320 is the fastest).

Wide — To enable or disable the wide function.
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6.12.1  LUN Settings

rLun Settings

VI Set Lun Map Now | Primary SCSI

Currert Lun: a - Lunva
RAlD Array: Hot As=signed

0 Slicen () Slicel () Slicez () Slices
) Sliced {0 SliceS {0 Slices {3 SliceT
{1 Slices (0 Sliced () Slicedd () Slicedd

() Slice12 () Slice13 0 Slice14 () Slice1S (@ Disable

Add ltem:

o

Channel 1) Lun Current Status:
Lund Mapping to RAID Arayl, Slice0

The first number next to the current LUN represents the ten digits and the second number
represents the one digits. For Example LUN number 79 is made up by selecting number

7 on the first number and 9 on the second number.
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7.0

7.11

7.1.2

7.1.3

RAIDCare Web Manager

Web Manager allows administrator to monitor host running RAIDCare Server
via web browser.

Installing JAVA 2 SDK

Install JAVA™ 2 SDK: If you wish to apply Web Manager, the Web Service
JAKARTA-TOMCAT™ must be installed. However, before you start to install
the JAKARTA-TOMCAT™, the JAVA™ 2 SDK must be installed at first.
You can download it from http://java.sun.com/j2se/1.4.2/download.html/.
Launch the j2sdk-xxx-win.exe will install it automatically and there is no other
setting needed while installing. If you got any problem during installation,
please refer to http://java.sun.com/j2se/1.4.2/. After you installed the JAVA™
2 SDK, you need to setup the environment variable: ” JAVA HOME =C:\
j2sdk1.4.0\ ““ by the procedure as bellow, Startup — Setup — Control Panel —
System — Advance — Environment Variable — System Variable. Then add
“JAVA HOME-= C:\j2sdk1.4.2”, you also need to add the “C:\ j2sdk1.4.20\bin”
into the path.

Installing Jakarta-Tomcat
Please refer to section 2.1.1
Installing Web Manager

To install RAIDCare Web Manager double click \RAIDCare2.0\web\setup.exe.
Then copy RAIDCareWeb to C:\Program Files\jakarta-tomcat-4.0.3\webapps\.

Note: In order for Web Manager to function properly, Jakarta-Tomcat and JAVA 2

SDK must be installed.
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7.2 Starting Web Manager

Please run RAIDCare Server firstly after you installed above programs, then you should start

RAIDCare Client or start Jakarta-tomcat web server.

The default path is http://Server_IP:8080/RAIDCareWeb
Web browser Login name: admin
Password: 123456

IP-Range: enter a range of IP where the server resides

>

Login Smart Agent

Login User

Mame: |admin

Password: essssss
Monitor IP Range

Start IP: |1.1.1.49
End IP: [1.1.1.49

Run RAIDCare Server as a service. RAIDCare 2.1 supports RAIDCare server at startup.
After installation, please run RAIDCare server’s service configurator at start menu

RAIDCare - Service configurator.
Please add JDK Home\jre\bin\server\jvm.dll into Service configurator and select Install

Service. After service is installed, you can use service manager to start / stop RAIDCare

server, the process name of RAIDCare server’s service is called “RC service”
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7.3 Getting into RAIDCare Web
Login and Logout Server

Before configuring a RAID subsystem in RAIDCare Web, you must login it in “Login
Monitor Agent” page. To monitor a subsystem or to configuring a subsystem simply click on
the items listed under RAID Sys.

Search List

Start IP: [1.1.1.48\ | EndIP:[1.1.151 | OSearch

- ServerName ~ Sltinfo.  Health
RAID 0 2 jackycomp 1/2/3/a/5/6[7/8/9/1011/12/13/14/15/16| T |[F |P
RAID 1 1.1.1.49 singe1/1/1/S|CIDR 0 >C
RAID 3 u &NetworkPort 1/2/3/4/5/6 7/8/9 1011121314 15/16 T F |P
RADS5 1.1.1.51 Single o) 3C
RAID 0+1 W
RAD30 W
RAID 50
NRAID [ |

Whenever Network Port is being use by other users, prohibited icon will appear on the network

port, marked by the arrow.

Server Name Raid Sys. Slot Info Health
Server name and IP | Number of RAID | Indicates individual Displayed  system
address. subsystem which is | hard drive health.
connected to the host | information. T = Temperature
server. 1 =Array 1 F =Fan
S = Spare P = Power.
* C =Cloned

* D = Disk Self Test
* R = Rebuilding

———— The coloring to the left indicates the RAID level. The differences in RAID level is represented

by each unique coloring.

* = only available 8990 controller
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After clicking on Single, users will be prompted to key in the default password 00000000

Login RAID Subsystem

Password: |jsesssess

) Login |

Once login to the Raid subsystem, Monitoring is the default starting page. All the useful
information regarding the RAID subsystem will be on display. Please note if the server is
connected with SCSI cable then no configuration can be done toward the subsystem only

monitoring. If the server is connected via RS-232 cable then both monitoring and configuring

can be accessible.

7.4  Main Page

RAID Info System Information
(il Product 1D ACS 89200
RAID Config Model Mame Demon S4A-08U4P
SCSI Interface Serial Mumber Q00208990001 032C
RS232 Params Firmware “ersion 1.02s
System Params WWrite buffer enabled true
MNYWVRAM Host channel nurmber =z
Log Event Slot number =
Specifications || ciipe Size 128 Blocks
Memory Size Z56 MB
Hit Ratio 025
Health Information
UPs Temperature Power
Slot Information
Slot #1 Slot #2 Slot #3 Slot #4

~

~

~
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RAIDCare Web uses Internet Explore to perform configuring functions of the RAID

subsystem and Monitor Agent. It contains several components for performing these

functions. In the following, we will describe these components in detail.

Categories

RAID Info
Quick Setup

Sub-Menu

bl System ifo - Disk Chan Info - Slot Info - Health Info

Monitor Agent: 1.
Login User: admin & Logout

Server IP Address System Information.

.1.49:6739 | RAID Subsystem: Single RAID System

System Information /

RAID Config Product 1D ACS 89200
SCSl Interface Maodel Name Demon SA-08U4F
RS232 Params Serial Number 10030883000103C
Firmwara Version 1.02s
System Params
Write buffer enabled true
NVRAM Hast channel number 2
Monitor Disk channel number ]
Log Event Slat nurmber ]
Stripe Size 128 Blocks
Memary Size 256 MB
Hit Ratia 0%
Categories Sub-Menu Server IP address System Information
All  the functions | Under each category | The IP address where | Display  all  the
necessary to | there are several | the server resides. information on a
configure Raid reside | sub-menus. particular Raid
here. System.

62




7.5  Quick Setup

RAID Info Quick Setup
The default values will be used to configure RAID system
RAID Config Parameter Value
SCSI Interface RAID level 5 | | o
RS232 Params Dick number 4 ggssttsrr;]n will automatic scan the number of disks in RAID
System Params. Hot Spare Mo A hot spare diskwill be added by enabling this function
NVRAM Primary SCSD U]
Monitor Secondary SCSID 0
Log Event Annotation

1. This function will not be available if there are existing arrays.
2. Quick only supports RAID level 5
3. The total quantity of disks must be greater then or equals to 3

This is the easiest way to configure your RAID subsystem, but all parameters will be setup as
defaults. If you wish to change the default value, you’ll have to go to RAID Configuration icon
to customize it. After setup is finished, a hot spare can be obtained by adding a new HD to the

system.

7.6 RAID Config

D Monitor Agent: 1.1.1.49:6722 RAID Subsystem: Single RAID System

Login User: admin @ Logout  RAID Array: |RAID Array 1 (Mane) Vl

Q
A

id General Params. - General Setting + Slices

RAID Info
Quick Setup General Parameters
RAID Config Re-Conf RAID
» SCSI Interface RAID Level 0 v|
RS232 Params Disk Mumber in RAID | 1 v |
System Params Stripe Size 128 "| Blocks
NVRAM Background Init. (O Enable @ Disable
Monitor Wtite Buffar (O Enable ® Disable
Log Event Other Parameters
Eraze RAID
Annotation
1. RAID Level : 0, 1,3, 5, 0+1, 30, 50, and MRAID [only for 8390).
@ 2 Stripe Size : 8, 16, 32, B4, 128, 286(only for 89390). and follow first RAID
array
3. Erase RAID : Only available when there is an exist array.
4. OISK Mode : Function not available for SATA drives.
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This tool allows user to manually setup RAID system by choosing RAID level, number of HD,

and slice size. There are four main categories within RAID configuration setup menu.

7.7  SCSI Interface

Monitor Agent: 1.1.1.49:6789 RAID Subsystem: Single RAID System
Login User: admin &) Logout

il General Setting - Lun Map

RAID Info
Quick Setup ! Prirmary SCEl Channel V|
RAID Cenfig

SCSI General Settings

@®0C1020C3C405060708

RS232 Params e OO0 O11 012013 014 © 15 O Mutiple =
System Params Termination () Enable & Disable ['submit]
NVRAM TAG Queuing | @ Enable O Disable [ submit ]
Monitor Speead O Fast O Ultra O Ultra2 O Ultra3 @ Ultra320 [ submit ]
Log Event Wyide @ Enable O Disable [ submit ]

Annotation

@ |1 . Speed: Ultra220(Cnly far Deman p series)

An SCSI Interface contains two channels, one is Primary SCSI Interface, and the other is
Secondary SCSI Interface. You can drop the pop-up menu to select a channel to configure SCSI
Interface. The Set SCSI ID and the Termination must be set to avoid causing a conflict with
the SCSI adapter or other SCSI device daisy chained with the RAID subsystem. Command Tag
Queuing is a function that allows a SCSI device to queue multiple requests without having to
serialize the operations. This frees the controller to process requests in whatever order is
convenient, instead of blindly processing and acknowledging each disk operation before starting
the next. This allows the RAID subsystem to efficiently handle multithreaded applications that

issue multiple disk commands.
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7.8 RS232 Params

. . Monitor Agent: 1.1.1.49:6759 RAID Subsystem: Single RAID System
A 3

— Login User: admin ‘UJQOUI

td Modem Port - Terminal Port
RAID Info.
Quick Setup Modem Port
RAID Config Baud Rate [19200 +|
SCSI Interface Stop Bit ®102
RS232 Params. Data Bit O7 @8
System Params Parity0 @ Mone C Odd O Even
NVRAM set
Monitor
Log Event

The RS232 Params configures the external ports of the RAID subsystem. The RAID subsystem
can communicate with a remote terminal and modem. The RAID subsystem and the remote
terminal must be set to the same communication settings (Baud Rate, Stop Bit, Data Bit, and
Parity).

7.9  System Params

AiD

Monitor Agent: 1.1.1,49:6789 RAID Subsystem: Single RAID System

< A Login User: admin &) Logout
b Fassword Info « Company Info « Modem Init String

RAID Info

Quick Setup Password Information

RAID Config NEWZ!"""" |

SCSl Interface Set New Pasewd |Confirm: | seseseee |

RS5232 Params. Mote: The length of password should be smaller than or equals to 8
characters.

NVRAM

Moniter

Log Event
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7.9.1 Company Information

Option

Company Info

Sub-Option Setting

String 1 Up to 16 alphanumeric characters

String 2 Up to 16 alphanumeric characters

Description: This information will appear at the top of the fax document.

7.9.2 Password Information

Option Setting Default Setting
Set New Password | Up to 8 characters 00000000
Description: Use Set New Password to change the default password.

The RAID System Setup configures the internal operation of the RAID subsystem. To avoid
having the configuration altered by unauthorized personnel, you can enable password protection
to enter Configuration Mode. Also, to have the RAID subsystem provides failure event

notification use the Company Info options.

7.9.3 Modem Init Str

Option Setting Default Setting
Modem Init Str String AT&DO&KA4EO
Description: Use to change the initialization command for the modem.

Change this option if the default string does not work with

your modem.

7.9.4 RTC (only available 8990 controller)
RTC Stands for Real Time Clock. It is used for setting the time on the controller. Setting the
correct time plays an important role in the system administration. Helps the administrators to

keep accurate record of when the event actually occurs.
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7.10 NVRAM

Monitor Agent: 1.1.1.49:6729 RAID Subsystem: Single RAID System
Login User: admin &) Logout

RAID Info NVRAM Setting

Quick Setup Update NWVRAM €D
RAID Config Erase NYRAM [ go]
SCSI Interface Bestan €0

RS232 Params
System Params

NVRAM

Monitor

Log Event

The NVRAM control option the configuration information. When using this menu option, The
RAID subsystem should be off-line.

NOTE: Any changes made in this group will cause data on the drives to be permanent.

Once a configuration change has been made, the NVRAM (where the settings are stored) must
be updated. If a change causes an error or if the subsystem fails, use the Erase NVRAM option
to clear the contents of NVRAM restoring the default values. In order for a change to take
effect, the RAID subsystem must be restarted. Use the Restart option to automatically reset the
RAID subsystem.
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7.11  Log Event

T,

(C A R E /W

Monitor Agent: 1.1.1.42:6729 RAID Subsystem: Single RAID System
Login User: admin @ Logout

MemsSize: 256 MB

RAID Info Log Event
Quick Setu &
P Save Log Event
RAID Config (Right mouse click on anywhere in this page and choose save as to save this page as a log file.)
) (1) RAID System Information:
SCSl Interface 1. Product ID: ACS 89200
RS232 P 2. Model Name: Demon SA-03LU4P
ElED] 3. Serial Number: 00030899000103C
System Params 4, Firmware Version: 1.02s
5. Machine Type: Rackmount
NVRAM 6. HostChanMo: 2
7. DiskChanMo: &8
Monitor 3. Slotho: 8
=N
a.

=

HitRatio: 0%

(2) SCST Information:
1.

Primary SCSI:

SCSIID: O

Termination: Disable.

TAG Queding: Enable.

Speed: Ukra220.

Wiide: Enable.

Lun Map:
o ReSi RuSH, RuSK BxSyH RuSy RuSx RuSx RuSy ReSy9 RuSsy,
< RrSx,RxSx,Rx53,ErSs RuSs, RrSx, RuSy, RxS3, ReS s, RS,
0 RxSe,RxSy ExSe RxSy, RuSx ReSx, RuSy RrSx RuSe RxSy,
o ReSi RuSH, RuSK BxSyH RuSy RuSx RuSx RuSy ReSy9 RuSsy,

e Melatg

Product ID: Indicates the type of the controller is used on this particular system.

Model Name: Model name of the current system.

3. Serial Number: When calling or emailing technical support, please provide this number to

ensure the proper support from our engineers.

4. Firmware Version: The current version of the firmware. Please keep the firmware up to

date, since each release of firmware might improve the overall performance of the system or

minor bug fix.
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7.12  Disk Utility (only available for 8990 controller)

7.12.1 Disk Utility (only available for 8990 controller)

Bad Sector Threshold

Is used to set the bad sector threshold of a hard drive. When the

bad sector count equals to this value then the disk will be cloned.

Unit Per Sector

Allows a single slice to exceed the two terabyte limit and to be

recognized under Windows based operating system.

16 Bytes CDB

Allows a single slice to exceed the two terabyte limit and to be

recognized under Windows 2003 sp1 and Unix based system.

7.12.2 Clone & Smart (only available for 8990 controller)

Disk Cloning

Permanent Clone: Manually force of cloning disk without
swapping
Clone and Swap: Manually force of cloning disk and swap after

cloning.

SMAR.T.

Disable Smart: to disable smart function.

Alert Only: Alert when the Smart attribute is near threshold.
Permanent Clone: Clone disk when the Smart attribute is near
threshold.

Swap after Clone: Clone disk and swap when the Smart attribute is
near threshold.

Disk Self Test

To manually force disk self test by smart function.

7.12.3 Scrubbing (only available for 8990 controller)

Scrubbing Schedule

Per Weeks: Number of weeks between scrubbing check.

Per Day: Day of the week which scrubbing should be performed.
Per Hour: Time of the day which scrubbing should be preformed.
Action: To enable or disable this function.

Scrubbing

To manually force scrubbing to start.

Overwrite parity for
Scrubbing

When miscalculated parity is found, Scrubbing is granted with

permission to replace the miscalculated parity with the correct

parity.
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7.13 Configuration quick diagram

RAIDCare Server 2.1

RAIDCare Server 2.1

Network Port

A

y

4

\ 4

A

A 4

RAIDCare Client 2.1

RAIDCare Web Manager

RAIDCare Client 2.1

The above diagram shows the relationship between software and how everything is related.

Network Port

A

\ 4

Network Port Web Manager

example: When using Network port there are 2 options (tools) to configure the

RAID-Subsystem. One is by using RAIDCare Client and the second choice is using Internet

Browser.
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